## Spørsmålssett

### Bakgrunnsvariabler

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 1 | Bakgrunn | Under hvilket departement tilhører din virksomhet? | Liste over alle sektorer, med utgangspunkt i departementene | Nedtrekksmeny | Kan bli overflødig dersom virksomheten selv gjennomfører undersøkelsen |
| 1b | Bakgrunn | Hvilken avdeling/seksjon tilhører du? | Liste over aktuelle avdelinger, seksjoner eller andre organisatoriske nivåer i den enkelte virksomhet | Nedtrekksmeny | Dette spørsmål tas kun med dersom virksomheten ønsker det. Må tilpasses den enkelte virksomhet. |
| 2 | Bakgrunn | Hvor mange jobber i din virksomhet? | 19 eller færre20 til 5051 til 100101 til 250Over 250Vet ikke | Nedtrekksmeny | Kan bli overflødig dersom virksomheten selv gjennomfører undersøkelsen |
| 3 | Bakgrunn | Har du lederansvar? | JaNei | En-valg |  |
| 4 | Bakgrunn | Hvor lenge har du arbeidet i nåværende virksomhet? | Under 1 år1 – 2 år3 - 5 år6 – 10 årOver 10 år | En-valg |  |

### Holdninger til digitalisering og digital sikkerhet

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Svaralternativer matrise | Spørsmålstype | Merknad |
| 5 | Holdninger | Hvor enig er du i følgende påstander? | Jeg er positiv til å ta i bruk ny teknologi på jobbÅ bruke internett er generelt forbundet med høy risikoJeg synes at jeg får tilstrekkelig informasjon om de truslene som finnes på internettJeg synes det er greit at min arbeidsgiver kan overvåke min aktivitet på internett når jeg er på jobb Jeg er redd for å få skylden for sikkerhetshendelser som er knyttet til min datamaskin eller mobile enhetJeg synes det er lett å ta opp forhold på jobb som angår digital sikkerhetAndre på internett blir tryggere når min datamaskin eller mobile enhet er sikkerJeg har tillit til at min arbeidsgiver sikrer informasjonen de har registrert om meg | Helt uenig Delvis uenigDelvis enigHelg enigVet ikke | Matrise en-valg  |  |
| 6 | Holdninger | Hvor synes du det er viktigst å tenke på digital sikkerhet? | I privat sammenhengI jobbsammenhengDet er like viktigIngen av dem er viktigVet ikke |  | En-valg |  |
| 7 | Holdninger | I hvilken grad opplever du at dine kolleger sier fra til deg om du gjør noe som kan utgjøre en digital risiko for virksomheten? (F.eks. gå fra en datamaskin som ikke er låst med passord) | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke |  | En-valg |  |
| 8 | Holdninger | Hvor lett eller vanskelig synes du det er å si fra til en kollega dersom du ser at denne gjør noe som kan utgjøre en digital risiko for virksomheten? | Det er svært lett å si i fraDet er ganske lett å si i fraDet er ganske vanskelig å si i fraDet er svært vanskelig å si i fraVet ikke |  | En-valg |  |
| 9 | Holdninger | I hvilken grad opplever du at ledelsen er gode rollemodeller når det kommer til digital sikkerhet? | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke |  | En-valg |  |

### Risiko-oppfattelse

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Svaralternativer matrise | Spørsmålstype | Merknad |
| 10 | Risiko-oppfattelse | I hvilken grad er du i stand til å vurdere hva som er trygt eller utrygt å gjøre på nett? | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke |  | En-valg |  |
| 11 | Risiko-oppfattelse | I hvilken grad er du bekymret for at det følgende skal hende deg? | At jeg skal bli hetset eller mobbet på nett pga. min stillingAt jeg skal få virus el. på arbeidsgivers datautstyrAt jeg skal bli lurt til å gi fra meg informasjonAt min virksomhet skal bli utsatt for målrettede digitale angrep fra eksterne aktørerAt min virksomhet skal bli utsatt for digitale angrep fra utro tjenereAt min virksomhet skal bli utsatt for svikt i digitale systemer på bakgrunn av utilsiktede feil | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | Matrise en-valg  |  |
| 12 | Risiko-oppfattelse | I hvilken grad forbinder du følgende aktiviteter med høy risiko? | Bruke epost Dele jobb-passordene med andreBruke sosiale medierBruke digitale assistenter, som smart-høyttalere, chatbots og lignende, på jobbBruk av minnepinner og liknende Bruk av sky-tjenester | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | Matrise en-valg  |  |
| 13 | Risiko-oppfattelse | Hva mener du utgjør den største risikoen? | At jeg selv skal gjøre en feil som går ut over arbeidsgivers digitale tjenester eller enheterAt noen andre skal gjøre noe mot arbeidsgivers digitale tjenester eller enheterVet ikke |  | En-valg |  |

### Synet på styring og kontroll

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 14 | Synet på styring og kontroll | Har virksomheten din regler for digital sikkerhet? | JaNeiVet ikke | En-valg |  |
| 15 | Synet på styring og kontroll | Hvem er hovedansvarlig for utøvende digital sikkerhet i virksomheten? | Tekstboks | Åpent |  |
| 16 | Synet på styring og kontroll | Vet du til hvem du skal melde fra om en digital sikkerhetshendelse? | JaNei | En-valg |  |
| 17 | Synet på styring og kontroll | I hvilken grad kjenner du til hva du skal gjøre hvis du mistenker at det har skjedd en digital sikkerhetshendelse | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | En-valg |  |
| 18 | Synet på styring og kontroll | I hvilken grad opplever du at ledelsen har kommunisert tydelig hvilke forventninger de har til deg når det kommer til digital sikkerhet? | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | En-valg |  |

Sideskift pga. ruting

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 19 | Synet på styring og kontroll | I hvilken grad synes du at virksomhetens regler for digital sikkerhet er til hinder for dine daglige gjøremål? | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | En-valg | Kun hvis «Ja» på spørsmål 14 |
| 20 | Synet på styring og kontroll | Det hender at jeg bevisst bryter virksomhetens regler for digital sikkerhet | Helt uenig Delvis uenigDelvis enigHelt enig Vet ikke | En-valg | Kun hvis «Ja» på spørsmål 14 |

### Sikkerhetsadferd

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 21 | Sikkerhetsadferd | Undersøker du om en nettside er sikker før du bruker den? | Ja, alltidJa, som regelJa, av og tilNei, aldri | En-valg |  |
| 22 | Sikkerhetsadferd | Bruker du de samme passordene hjemme og på jobb? | JaNeiVet ikke | En-valg |  |
| 23 | Sikkerhetsadferd | Låser du skjermen når du forlater datamaskinen din? | Ja, alltidJa, som regelJa, av og tilNeiVet ikke | En-valg |  |
| 24 | Sikkerhetsadferd | Undersøker du om lenker og vedlegg du mottar i e-post er sikker før du åpner dem? | Ja, alltidJa, som regelJa, av og tilNeiVet ikke | En-valg |  |
| 25 | Sikkerhetsadferd | I hvilken grad poster du informasjon om arbeidet ditt i sosiale medier? | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | En-valg |  |
| 26 | Sikkerhetsadferd | Hva vil du gjøre dersom du opplever følgende:Mottar en mistenkelig epostMistenker at du har fått virus el. på virksomhetens datamaskinSer at en kollega begår et sikkerhetsbrudd | Ikke gjøre noeOrdne opp selvVarsle til min nærmeste leder, til en helpdesk eller lignende Be om hjelp fra en kollegaVet ikke | Matrise en-valg |  |

### Kunnskap, læring og interesse

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 27 | Kunnskap, læring og interesse | Hvem lærer du mest om digital sikkerhet av? | Jeg lærer meg selvEksperter (Interne eller eksterne)Sjefer eller ledereKollegerVet ikke | En-valg |  |
| 28 | Kunnskap, læring og interesse | Hvordan lærer du vanligvis om digital sikkerhet | Prøver og feiler selv (Selvstudie)Organiserte interne kurs eller utdanningOrganiserte eksterne kurs eller utdanningHører om ting fra andre kolleger i en mer uformell situasjonInformasjon fra arbeidsgiverVet ikke | En-valg |  |
| 29 | Kunnskap, læring og interesse | Har virksomheten tilbudt opplæring i digital sikkerhet i løpet av de to siste årene? | Ja, og jeg har deltattJa, og jeg har ikke deltattNeiVet ikke | En-valg |  |
| 30 | Kunnskap, læring og interesse | I hvilken grad oppsøker du selv informasjon som kan øke ditt ferdighetsnivå innen digital sikkerhet? | I svært liten gradI ganske liten gradI ganske stor gradI svært stor gradVet ikke | En-valg |  |
| 31 | Kunnskap, læring og interesse | Jeg ønsker mer kunnskap om digital sikkerhet på jobb | JaNeiVet ikke | En-valg |  |
| 32 | Kunnskap, læring og interesse | Jeg ønsker mer kunnskap om digital sikkerhet hjemme | JaNeiVet ikke | En-valg |  |

Sideskift pga ruting

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 33 | Kunnskap, læring og interesse | Jeg ønsker mer kunnskap om digital sikkerhet på disse områdene(Velg de to viktigste) | Sikker bruk av epostHvordan jeg skal behandle arbeidsrelatert informasjonSikker bruk av sosiale medierHvordan jeg skal lage sikre passord Sikker bruk av mobile enheterSikkerhet på reiseVarsling av sikkerhetshendelser i min virksomhetDigitale truslerSky-tjenester | Fler-valg, maks 2 svarRandomiserte svaralternativer. | Kun hvis «Ja» på spørsmål 31 |

### Avsluttende spørsmål

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Område | Spørsmålstekst | Svaralternativer | Spørsmålstype | Merknad |
| 34 | Avslutning | Hva mener du er hovedutfordringen med digital sikkerhet i din virksomhet? | Tekstboks | Åpent |  |